
NETWORKING AND
 EDUCATION

DINNER EVENT

JOIN US

CYBERSECURITY FOR SMALL 
HEALTHCARE PROVIDERS
According to the Identity Theft Resource Center’s 2023 
Business Impact Report, 73% of small businesses are affected 
by cybercrime. That combined with changing compliance 
regulations, cyber insurance requirements, and business 
associate questionnaires, can have a significant impact on 
your small healthcare practice and your patients.
 
While most cybersecurity solutions and efforts have been 
focused on hospitals and major health systems, small 
healthcare providers have been left vulnerable due to lack 
of right-sized support—it’s time for the smaller providers to 
inoculate themselves as well.

At this special event, our panel of cybersecurity, legal, and 
law enforcement experts will help attendees learn actionable 
ways to begin fortifying your practices in the face of potential 
threats and help safeguard your business and patient data.

•	 Practical measures you can take to achieve 
compliance and avoid cybercrime

•	 Trends in law enforcement that can help you 
avoid being victamized   

•	 Legal strategies for assessing compliance and 
dealing with incident fallout

•	 Learn how small healthcare providers can 
build a cybersecurity program that is effective, 
competitive, and on a small business budget

EVENT AT A GLANCE          

 WHAT: Networking, Learning, Dinner, Drinks

 WHEN: MAY 14 5:30-8:30 

 WHERE: The Century House, Latham NY

 COST: Free

SPACE IS LIMITED! REGISTER TODAY:
https://tinyurl.com/HIMSSCyberEvent  

EXPERT PANEL

MODERATOR
Thomas Hallisey
Digital Health Strategy Lead

Reg Harnish
CEO

Kurt E. Bratten, Esq.
Partner, Health Law

Special Agent David Hinsdale
FBI - Albany Division
Cybercrime Unit

NEW YORK STATE 
CHAPTER

LEARN FROM 
CYBERSECURITY, LEGAL, AND 
LAW ENFORCEMENT EXPERTS:


